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DOES THE WARRANTLESS SEARCH AND SEIZURE OF CELL PHONE
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VIOLATE THE FOURTH AMENDMENT?

TABLE OF CONTENTS

QUESTION PRESENTED

………..…………………………………………..………………………………………2

TABLE OF AUTHORITIES

..………………………………………………………………………………………….4

STATEMENT OF ARGUMENT

………………………………………………………….………………………….5

ARGUMENT I:

…………………………………………………………………………………………..……………..7

ARGUMENT II:

………………………………………………………………………………………………………..9

PROPOSED STANDARD

…………………………………………………………………………………………….11

CONCLUSION ..………………………………………………………………………………………………………

12

TABLE OF AUTHORITIES

Cases



9/18/21, 11:05 PM Harlan Institute » Brief in favor of the Respondent in the case of Carpenter v. United States- Daniela Garduno and Ryan Blackburn

https://harlaninstitute.org/virtual-supreme-court/2017/11/brief-in-favor-of-the-respondent-in-the-case-of-carpenter-v-united-states-daniela-garduno-and-ryan-blackburn/ 3/8

California v. Ciraolo,

476 U.S. 207 (1986)

…………………………………………………………………………………………………………….8, 12

Camara v. Municipal Court

387 U.S. 523 (1967)

…………………………………………………………………………………………..8, 12

Katz v. United States,

389 U.S. 347 (1967)

 ………………………………………………………………………………….……….7, 12

Smith v. Maryland,

442 U.S. 735 (1979)

……………………………………………………………………………….………….7, 12

Other Authorities

Fourth Amendment of the Constitution………………………………………………………5, 9,

11, 12 

New York Rati�cation Convention Debates and Proceedings

………………………………..9, 12

The Stored Communications Act of 1986 ………………………………………………..5, 9, 10,

11, 12

STATEMENT OF ARGUMENT

The Fourth Amendment of the United States Constitution protects the reasonable seizure

of incriminating evidence if allowed by a magistrate, thus a�rming the actions of the

United States against the petitioner, Mr. Timothy Carpenter. The Fourth Amendment of

the United States Constitution protects only “the rights of the people to be secure in their

persons, houses, papers, and e�ects…” against unreasonable search and seizure, articulating

speci�cally that such seizures are only condoned by the government if “supported by oath

or a�rmation.” In attempting to conclude a criminal investigation, United States o�cers

acted within the breadth of the law in utilizing a magistrate’s approval to obtain

incriminating evidence (a trend seen in relative location and crimes committed in Detroit)

through the defendant’s cell phone. The information gathered is also condoned due to the

elimination of a reasonable expectation of privacy through the petitioner’s willingness to

share his location with a third party, being his telecommunications company. Because of the
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governmental sanction of these actions, it is both within the boundaries of the government

and limits of American values to allow for the United States o�cers to obtain incriminating

evidence against the petitioner by their exhibited ways and means.

As such, the o�cers’ presenting of location-based evidence of the petitioner near areas of

crime at  the same time of the crime is within the con�nes of the law. Pursuant to the Stored

Communications Act of 1986, “the government may require the disclosure of certain

telecommunications records when ‘speci�c and articulable facts show that there are

reasonable grounds to believe that the contents of a wire, or electronic communication, or

the records of other information sought, are relevant and material to an ongoing criminal

investigation.’” The government had in fact established that there was enough probable

cause to require Carpenter’s telecommunications provider to produce “subscriber

information, toll records, call detail records that showed the phone numbers of incoming

and outgoing calls, and cell site information at the beginning and end of each call for the

numbers in question” due to the naming of the  petitioner, Timothy Carpenter, as an

accessory in an ongoing criminal investigation and therefore should establish the evidence

the United States Government provided in a court of law as admissible for the indictment

of the petitioner, Timothy Carpenter.

ARGUMENTS

1.                     I.                Judicial precedents justify the warrantless search and

seizure of phone records.

Prior Supreme Court decisions merit the constitutionality of the warrantless search and

seizure of Mr. Carpenter’s phone records for an extended amount of time due to

constraints on both a reasonable expectation of privacy and probable cause of the acting

o�cers. As de�ned in Katz v. United States, a reasonable expectation of privacy (from

Justice Harlan’s concurring statement) is de�ned as a concept with two requirements: “�rst

that a person have exhibited an actual (subjective) expectation of privacy and, second, that

the expectation be one that society is prepared to recognize as “’reasonable;’” truly,

American o�cers acted within the breadth of this de�nition to reestablish security in the

surrounding Detroit area. Firstly, the defendant, Mr. Carpenter, throughout the

investigation has exhibited no self preservation in securing the personal data (including his

location during the times of the crimes), as such data is already given to his service provider.

As discussed further in Justice Harlan’s concurring statement, “because no intention to

keep them to himself has been exhibited,” Mr. Carpenter lacks a reasonable expectation of

privacy to protect against the search and seizure of his phone records. This statement holds
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true, because as a customer to his service provider, the defendant willingly gives up such

information to a company in receipt for their services; aptly put, “objects, activities, or

statements that he exposes to the ‘plain view’ of outsiders are not ‘protected.’” Jointly

connected to the ruling of Smith v. Maryland, where the use of data from a pen register was

considered constitutional because of its irrelevance to a legitimate expectation of privacy,

Mr. Carpenter has willingly given up the data used in court to a third party, thus expelling

any right to a reasonable expectation of privacy of information available to other members

of the public and allowing for o�cers to use such information in a court of law as evidence

Secondly, Justice Harlan underlines an expectation of privacy that the general American

community would recognize as reasonable; this second requirement is also ful�lled through

the conscious actions of the defendant, thus resulting in a loss of any semblance of privacy.

Mr. Carpenter consciously provided such information to a third party, and thus provides

the American community with justi�cation that such records, in fact, lack personal

con�dentiality and, thus, are permissible in court. As discussed by the court ruling on a

related case, California v. Ciraolo, the respondent argues to the California Court of Appeal

the unconstitutionality of the government’s actions in utilizing a plane 1,000 feet in the air

for “naked-eye observations” so to obtain a warrant for the search and seizure of his

property. In an attempt to further his argument that the government should not have

deliberately spied on the happenings of his private property, the respondent “asserts he has

not ‘knowingly’ exposed himself to aerial views.” In applying this court decision to

Carpenter v. United States, one can understand that society’s approval of an expectation of

privacy merits the government’s constitutionality in committing such actions; because of

the deliberate and unsanctioned search of the respondent’s “private garden,” such actions

were deemed too extreme for the con�nes of American law. Thus, Carpenter’s actions

starkly contrast with those of the defendant in California v. Ciraolo, as he knowingly

exposed personal information to a third party; because of this, it is within the duties of the

government to obtain such information.

In deeming such accessibility as a requirement for the use of such evidence in a court of law,

another question concerning the permissibility of evidence is formed: was there enough

probable cause to merit the seizure of such records? The answer to this question is clear: as

stated in Camara v. Municipal Court, the foremost concern of bodies of law is “to focus

upon the governmental interest which allegedly justi�es o�cial intrusion;” because of an

overwhelming governmental interest in the then at-large defendant, Mr. Carpenter, due to

his involvement in and relevance to the crimes committed in April 2011, such actions are

justi�ed. Indeed, with the linking of Mr. Carpenter to illegal activity through other

detained accomplices (where, in April of 2011, an arrested individual confessed to working

with others – including Mr. Carpenter – in committing ‘armed robberies’), government

o�cers have established a clear and reasonable probable cause to believe that the defendant

would be deserving of a trial in a court of law.
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2. Legislative precedents justify the warrantless search and seizure of phone

records.

Pursuant to the Fourth Amendment of the United States Constitution as well as the Stored

Communications Act of 1986, it has been established that any telecommunications

information and records that can be made accessible will be made accessible if it is proven

that the disclosure of the information is “relevant and material to an ongoing investigation.”

Government authorities had su�cient probable cause subsequent to the confession of a

perpetrator in connection to the robberies in which the petitioner, Timothy Carpenter, was

named as an accomplice to the crime. Due to the aforementioned confession as well as the

naming of the petitioner, Timothy Carpenter, authorities obtained probable cause that falls

under the de�nition of probable cause that states, “when facts and circumstances within the

police o�cer’s knowledge would lead a reasonable person to believe that the suspect has

committed, is committing, or is about to commit a crime.” For this reason, o�cers were

able to obtain an order from the magistrate judge that can be supported under the Stored

Communications Act of 1986 as well due to the establishment of probable cause and

relevance to an ongoing criminal investigation. Furthermore, the Massachusetts Declaration

of Rights states that “All warrants, therefore, are contrary to this right, if the cause or

foundation of them be not previously supported by oath or a�rmation; and if the order in

the warrant to a civil o�cer, to make search in suspected places, or to arrest one or more

suspected persons, or to seize their property, be not accompanied with a special designation

of the persons or objects of search, arrest, or seizure:” and it has been established that the

cause was, in fact, a�rmed that the foundation of such search was a�rmed by a magistrate

judge and that the search was speci�cally for telecommunication records therefore it can be

concluded that the search was, in fact, admissible.

The Fourth Amendment of the United States Constitution states that “The right of the

people to be secure in their persons, houses, papers, and e�ects, against unreasonable

searches and seizures, shall not be violated, and no warrants shall issue, but upon probable

cause, supported by oath or a�rmation, and particularly describing the place to be

searched, and the persons or things to be seized.” It is proven through the confession given

and the ongoing investigation that tied the petitioner, Timothy Carpenter, to the crimes

that there was su�cient probable cause and reason for the search therefore allowing

authorities to gain access to the location of the petitioner’s phone. It is also understood that

by owning and operating a telecommunications device that the locations can and will be

recorded, thus eliminating the expectation of privacy in terms of location. In the twenty-

�rst century, the approximate locations of any person with a telecommunication device is

accessible to the world through a few clicks and we, as a progressing society, can no longer

expect to remain hidden from view while simultaneously operating a device that is publicly
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known to be monitored. Permission from a magistrate judge was given under the Stored

Communications Act and the presence of probable cause in an ongoing investigation; for

this reason and the reasons listed above, the petitioner, Timothy Carpenter, can not expect

his location to remain private, allowing government authorities to lawfully obtain the

records used in a court of law.

PROPOSED STANDARD

Under the Stored Communications Act and the Fourth Amendment, information gathered

either through permission or warrants given to authorities by a magistrate judge in an

ongoing investigation proven to exist under the clear presence of probable cause is

admissible in a court of law for the purpose of indictment or defense.

CONCLUSION

Judicial and legislative precedents, as decided by elected United States government o�cials,

guarantee the right to obtain records from telecommunications companies that would o�er

information relating to the petitioner, Timothy Carpenter, that lack a reasonable

expectation of privacy and, thus, are permissible as evidence in a court of law. As such, the

warrantless search and seizure of such information is constitutional, as provided by the

con�nes of the law in strict adherence to the arguments presented above. As previously

argued, a society that relies heavily on technology for everyday life can not reasonably

assume that locations and telephone records are to remain private, especially in an ongoing

criminal investigation in which the petitioner, Timothy Carpenter, has been named an

accomplice. It is also known that the magistrate judge granted permission for the search

based on the Stored Communications Act of 1986 that required the information requested

to be material to an ongoing investigation, which the information was proven to be via the

aforementioned naming of the petitioner, Timothy Carpenter, in a criminal investigation.

Furthermore, with the reasonable presence of probable cause as well as the ful�llment of the

requirements listed in the New York Rati�cation Convention Debates and Proceedings,

both the reasonable expectation of privacy and the need for probable cause have been

eliminated and the use of such evidence by the United States government becomes

admissible. Through a prior argument citing Katz v. United States, the United States

government acted in conformity with the guidelines of the reasonable expectation of

privacy due to Mr. Carpenter’s willingness to share his location with a third party (the

telecommunications provider). By knowingly sharing such information with said company,

the petitioner, Timothy Carpenter, has surrendered his expectation of privacy, thus

allowing o�cers access to and use of his information in a court of law. Such actions  made
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by the defendant also con�rm the concurring opinion in Smith v. Maryland in which

o�cers used evidence deemed legal due to the fact that the legitimate expectation of privacy

was irrelevant. As proven by the Fourth Amendment, the Stored Communications Act, the

New York Rati�cation Convention Debates and Proceedings, Katz v. United States, Smith

v. Maryland, California v. Ciraolo, and Camara v. Municipal Court, the United States

government exercised correct procedure in acquiring and using information made available

during their investigation; as such, it is crucial that the Supreme Court rule in favor of the

respondent and continue to support the safety and security of Americans.

© 2021 The Harlan Institute. All rights reserved.


